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e Expediente N.°: EXP202305156

RESOLUCION DE TERMINACION DEL PROCEDIMIENTO POR PAGO
VOLUNTARIO

Del procedimiento instruido por la Agencia Espafiola de Proteccién de Datos y en base
a los siguientes

ANTECEDENTES

PRIMEROQO: En fecha 15 de noviembre de 2024, la Directora de la Agencia Espafiola de
Proteccién de Datos acordé iniciar procedimiento sancionador a AXARQUIA VELEZ
DENTAL, S.L., con NIF B93418267. Notificado el acuerdo de inicio y tras analizar las
alegaciones presentadas, en fecha 8 de octubre de 2025, se emitio la propuesta de
resolucion que a continuacion se transcribe:

<< Expediente N.°: EXP202305156
PROPUESTA DE RESOLUCION DE PROCEDIMIENTO SANCIONADOR

Del procedimiento instruido por la Agencia Espafiola de Proteccién de Datos y en base
a los siguientes:
ANTECEDENTES

PRIMERO: En fecha 29 de marzo de 2023, se presentd reclamacién con numero de
registro de entrada REGAGE23e00021187464, ante la Agencia Espafola de
Proteccién de Datos, contra AXARQUIA VELEZ DENTAL, S.L. con NIF B93418267 (en
adelante, la parte reclamada). Los motivos en que basa la reclamacion son los
siguientes:

La parte reclamante manifiesta que la parte reclamada es responsable de un local que
cuenta con un sistema de videovigilancia en su interior que no se encuentra
debidamente sefializado mediante los preceptivos carteles informativos de zona
videovigilada. Expone que 2 cdmaras estan ubicadas en pasillos, 1 camara en sala de
espera, 1 cadmara en el despacho del coordinador/director de la clinica, una cadmara en
cada uno de los 5 quir6fanos/gabinetes y 2 camaras en la recepcion.

Junto a la reclamacién aporta imagenes de las camaras ubicadas en el interior del
local.

SEGUNDO: De conformidad con el articulo 65.4 de la Ley Orgénica 3/2018, de 5 de
diciembre, de Proteccién de Datos Personales y Garantia de los Derechos Digitales
(en adelante LOPDGDD), se dio traslado de dicha reclamacion a la parte reclamada,
para que procediese a su analisis e informase a esta Agencia en el plazo de un mes,
de las acciones llevadas a cabo para adecuarse a los requisitos previstos en la
normativa de proteccion de datos.

El traslado, que se practicé conforme a las normas establecidas en la Ley 39/2015, de
1 de octubre, del Procedimiento Administrativo Comun de las Administraciones
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Publicas (en adelante, LPACAP), mediante notificacion electrénica, fue recibido en
fecha 24 de abril de 2023, como consta en el certificado que obra en el expediente.

En fecha 24 de mayo de 2023, se recibe en esta Agencia escrito de respuesta de la
parte reclamada indicando que dicha mercantil dispone de dos sistemas de
videovigilancia para garantizar la seguridad en el establecimiento, uno que gestionan
ellos mismos, compuesto de 10 camaras fijas colocadas en varias zonas de la clinica,
con el objetivo de velar por la seguridad tanto de los pacientes y empleados, como de
sus bienes e instalaciones. El otro, un sistema de alarma gestionado por la empresa
Securitas Direct.

Por tanto, asegura, el Unico y exclusivo fin de estas es la seguridad en el
establecimiento.

Expone que la empresa que les instald el sistema de videovigilancia es TECNOVELIS
SLNE, con CIF B92928720, domicilio en C/ Arroyo Hondo n°® 40 b, en Vélez Mélaga,
29700, Malaga.

Se aporta como blogue documental 1, las 10 fotografias de las camaras internas de
esta sociedad.

Por otro lado, la empresa responsable del sistema de alarma y de seguridad, asi como
de su gestion es SECURITAS DIRECT ESPANA S.A.U., con CIF A26106013, y
direccién de correo electrénico: *EMAIL.1.

Se aporta como documento numero 2, el contrato de servicio de seguridad y como
bloque documental 3, las 2 fotografias de las instalaciones de Securitas Direct.

Se aporta como blogue documental 4, copia de las fotografias del monitor donde se
realiza el visionado de las imagenes de las camaras internas. Dicho monitor se
encuentra en el despacho del director de la clinica, siendo ésta la Unica persona
autorizada para acceder a dichas imagenes. Ademas, dicho ordenador se encuentra
blogueado con una clave de acceso para evitar que terceras personas puedan acceder
a las imagenes.

Se aporta como documento nimero 5, el cartel que advierte de la existencia de una
zona videovigilada, asi como una fotografia en la que se puede comprobar que esta
colocado en un lugar visible.

De la misma manera, informa que el plazo de conservacion de las imagenes y
grabaciones es de 7 dias naturales, transcurridos los cuales, se eliminan dichos
archivos automaticamente.

Finalmente se comunica la direccién de correo electréonico de esa mercantil a los
efectos de que le sea remitido el aviso de puesta a disposicién de la notificaciéon que
en su caso proceda.

TERCERO: En fecha 29 de mayo de 2023, de conformidad con el articulo 65 de la
LOPDGDD, se admiti6 a tradmite la reclamacién presentada.
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CUARTO: La Subdireccién General de Inspeccién de Datos procedié a la realizacién
de actuaciones previas de investigacién para el esclarecimiento de los hechos en
cuestion, en virtud de las funciones asignadas a las autoridades de control en el
articulo 57.1 y de los poderes otorgados en el articulo 58.1 del Reglamento (UE)
2016/679 (Reglamento General de Proteccion de Datos, en adelante RGPD), y de
conformidad con lo establecido en el Titulo VII, Capitulo I, Seccion segunda, de la
LOPDGDD, teniendo conocimiento de los siguientes extremos:

El 28 de junio de 2023, como parte de las actuaciones de investigacion, se requiere a
la parte reclamada:

1. Detalle del nUumero de camaras instaladas y lugares donde se encuentran
ubicadas, facilitando fotografia de instalacion de cada una de ellas y los
modelos de cdmara.

2. Alcance de las camaras, acreditando mediante fotografia las imagenes
captadas por las camaras, tal y como se visualizan en el monitor o sistema
equivalente. En su respuesta de 24 de mayo de 2023 no han incluido las
imagenes de las camaras: PASILLO, CAM 9x, CAM 11x, CAM 13x, CAM 15x Y
CAM 16x.

3. Especificar si las imagenes son grabadas, si contienen sonido y en su caso,
indicar el tiempo de conservacion, las personas que tienen acceso al
dispositivo de grabacion y almacenamiento.

4. En caso de que la visualizacién y/o grabacion de las imagenes se haya
encargado a un tercero, contrato de servicio firmado por las partes.

5. Silas camaras captan via publica, aunque sea minimamente, también deberan

aportar fotografias del cartel o carteles que avisen de la existencia de una zona

videovigilada, en las que se aprecie de forma clara la informacién que contiene
el cartel, (responsable, direccidn...), asi como la ubicaciéon de éste.

Registro de las actividades de tratamiento.

El Andlisis de Riesgos para los derechos y libertades de las personas fisicas

afectadas por los tratamientos de datos personales.

8. Evaluacion de Impacto para la Proteccién de Datos Personales.

9. Informes del Delegado de Proteccion de Datos.

10. Medidas de seguridad implementadas.

11. Cualquier otra informacion que considere de interés y que pueda servir para
valorar la adecuacién del sistema de videovigilancia a la normativa de
proteccion de datos.

~N o

El 20 de julio de 2023 se solicita al reclamante documentacion adicional como una
fotografia de la fachada del establecimiento, informacion sobre proteccién de datos
gue le proporcionaron al formalizar el contrato, o en el propio contrato y cualquier otra
gue pueda complementar la informacién de la reclamacion ya presentada.

El 21 de julio de 2023, se recibe de AXARQUIA-VELEZ DENTAL S.L. respuesta al
requerimiento.

1. Confirma que dispone de dos sistemas de videovigilancia para garantizar la
seguridad en su establecimiento, uno propio compuesto de 10 camaras fijas y
un sistema de alarma gestionado por la empresa Securitas Direct.
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Aporta fotografias de las camaras e indica que el modelo es {(...).

2. Confirma el alcance de las camaras, presenta la imagen que recoge la cAmara
denominada pasillo. Declara que las camaras Cam 9x, Cam 11x, Cam 13x,
Cam 15x y Cam 16x no estan activas y muestra las imagenes
correspondientes.

3. Comunica que las grabaciones no contienen sonido, se conservan durante 7
dias, y sélo el director de la clinica tiene acceso a las mismas.

4. Reitera que la empresa responsable del sistema de alarma es SECURITAS
DIRECT ESPANA S.A.U. y adjunta copia del contrato (fecha del contrato
25/01/2022).

5. Declara que las camaras no graban via publica. Envia fotografias del cartel
ubicado en la recepcién de la clinica y de la informacion que contiene.

6. Aporta como documento nimero 7 copia del registro de actividades de
tratamiento.

Clinicas dentales

Contactos

Control de presencia y horario
Gestion contable y administracion
Gestion de nominas

Historial clinico

Historial dosimétrico

Informes médicos

Laboral de formacion del personal
.10 Prevencion de riesgos laborales y medicina del trabajo
.11 Seleccion de personal

A2 TPV

.13 Videovigilancia

.14 Clientes y/o proveedores

CoONOUNWN R

1. Aporta el Andlisis de riesgos para los derechos y libertades de las personas
fisicas afectadas por los tratamientos de datos personales.

2. Aporta la Evaluacion de impacto para la protecciébn de datos personales
realizada.

3. Presenta el informe del Delegado de Proteccion de Datos.

4. Declara que ordenador donde se pueden visualizar las grabaciones dispone de
un control de acceso Inicio de sesién usuario y contrasefia. La aplicaciéon para
ver las camaras tiene usuario y contrasefia y solo tienen acceso a este
ordenador el director de la clinica.

Remite copias de las comunicaciones realizadas a los trabajadores, firmadas por
estos, de 22 de febrero de 2022 en la que advierte de la existencia de dispositivos de
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videovigilancia en el lugar de trabajo, indica como finalidades: garantizar la seguridad
en el lugar de trabajo y la vigilancia y control para verificar el cumplimiento de las
obligaciones y deberes laborales en los siguientes términos:

“Le comunicamos que Axarquia Velez Dental Sl. en calidad de responsable del
tratamiento de datos, procedera a la grabacion de imagenes en el interior del local
situado en **DIRECCION.1, con la finalidad de garantizar la seguridad de los
trabajadores, clientes, usuarios y todas aquellas personas que concurran al interior de
las instalaciones de la empresa. Asimismo, se le informa que dichas grabaciones
podran ser usadas para la vigilancia y control de los trabajadores para verificar el
cumplimiento de sus obligaciones y deberes laborales (...)".

Aporta como documento numero 7, la copia del registro de actividades de tratamiento,
en el que se recoge entre otros aspectos:

“El tratamiento Videovigilancia tiene como finalidad: Preservar la seguridad de las
personas y bienes, asi como de sus instalaciones y Videovigilancia de las
instalaciones en el entorno laboral. La Base de legitimacion para el tratamiento de
datos es el Interés Legitimo, Habilitacion Legal Expresa, Transparencia y Licitud del
tratamiento”.

El Informe del Delegado de Proteccion de Datos describe la instalacion de camaras de
videovigilancia, declara que no tienen acceso a las imagenes grabadas por Securitas
Direct y que no se graba la via publica. Declara que la finalidad de las camaras es
preservar la seguridad de personas, bienes e instalaciones y la videovigilancia de las
instalaciones en el entorno laboral.

Se aporta imagen de las camaras instaladas en gabinetes con pacientes. Se aporta
como documento 3 fotografia realizada al monitor.

En contestaciéon al requerimiento de informacion realizado en el marco de las
actuaciones previas de investigacion, manifiesta que no se hace ningin uso de las
imagenes grabadas en los gabinetes durante el tratamiento de los pacientes y que las
iméagenes grabadas no contienen sonido, siendo el plazo de conservacion de 7 dias
naturales. Expone que la Unica persona que tiene acceso a dichas grabaciones y
almacenamiento es el director de la clinica.

Las Unicas finalidades de las imagenes recogidas son la de preservar la seguridad de
las personas y bienes, asi como de sus instalaciones, con material valioso en dichos
gabinetes y control empresarial en el entorno laboral. En ningdn caso se utilizan las
imagenes para cualquier otra finalidad que pueda afectar a la intimidad de los
pacientes de la clinica.

En definitiva, de las respuestas facilitadas por la parte reclamada se concluye que se
graban las intervenciones a los pacientes.

Constan aportadas al expediente, el 27 de julio de 2023, 11 fotografias de las cAmaras
internas de la clinica. Asimismo, se aporta imagen de las camaras instaladas en los
gabinetes.
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El espacio captado por las cAmaras instaladas en los gabinetes/quiréfanos incluye la
zona donde los pacientes se ubican durante su tratamiento en la clinica. Se trata de un
tratamiento que graba las imagenes de modo constante de los pacientes que entran al
guir6fano mientras transcurre su asistencia.

Asimismo, el espacio captado por las camaras instaladas en el despacho/direccion,
recepcion y gabinetes/quiréfanos incluye la zona donde los empleados se ubican en
sus puestos de trabajo. Se trata de un tratamiento que graba las imagenes de modo
constante.

QUINTO: De acuerdo con el informe recogido de la herramienta AXESOR, la entidad
AXARQUIA VELEZ DENTAL, S.L. es una microempresa, constituida en el afio 2015, y
con un volumen de negocios de 972.624 € en el afio 2021.

SEXTO: En fecha 15 de noviembre de 2024, la Directora de la Agencia Espafiola de
Proteccién de Datos acordé iniciar procedimiento sancionador a la parte reclamada,
con arreglo a lo dispuesto en los articulos 63 y 64 de la LPACAP, por dos presuntas
infracciones del articulo 5.1.c) del RGPD, tipificadas en el articulo 83.5 del RGPD.

El acuerdo de inicio fue notificado conforme a las normas establecidas en la LPACAP,
mediante notificacién electrénica, siendo recibido en fecha 18 de noviembre de 2024,
como consta en el certificado que obra en el expediente.

SEPTIMO: Habiendo solicitado la ampliacion del plazo que le fue concedido para
formular alegaciones, en virtud de lo establecido en el articulo 32.1 de la LPACAP, en
fecha 4 de diciembre de 2024, se acordé ampliar dicho plazo hasta un maximo de
cinco dias, que debian computarse a partir del dia siguiente a aquel en el que
finalizara el primer plazo de alegaciones.

OCTAVO: Notificado el citado acuerdo de inicio, la parte reclamada presento, en fecha
11 de diciembre de 2024, escrito de alegaciones en el que, en sintesis, viene a
reconocer la responsabilidad por los hechos recogidos en el expediente de referencia,
con respecto a la infraccién del articulo 5.1.c) del RGPD, por la instalacion de camaras
en los gabinetes/quiréfanos, renunciando esa mercantil a ejercer cualquier accion o
recurso en via administrativa contra la sanciéon impuesta. Asimismo, viene a comunicar
el pago voluntario con caracter previo a la resolucion definitiva del importe de la
sancion de multa impuesta por importe de 5.000 €, solicitando que se emita carta de
pago o se indique el nimero de cuenta y concepto donde realizar el ingreso.

Por otra parte, pone de manifiesto que la Unica sancidn sobre la que se alega es la
correspondiente a la supuesta infraccién del articulo 5.1.c) del RGPD, en el ambito
laboral:

PRIMERA. - Las camaras colocadas para videovigilancia en el trabajo se sujetan
a principios de proporcionalidad, necesidad y minimizacion de datos.

En primer lugar, expone que las imagenes captadas por las camaras respetan en todo
momento los derechos fundamentales de los trabajadores y garantizan su dignidad en
el entorno laboral. Alega que las areas de grabacién han sido cuidadosamente
delimitadas, evitando captar zonas privadas o no relacionadas directamente con la
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actividad laboral. Es decir, aclara que no se graban espacios donde la persona
trabajadora pueda cambiarse o realizar otro tipo de actuaciones sin interaccion con
terceros, lo que es coherente con el fin manifestado de seguridad en el entorno
laboral.

En segundo lugar, sefiala que no se ha valorado adecuadamente por parte de la AEPD
gue esa compafia cuenta con la debida autorizacion por parte de los trabajadores
para captar su imagen.

Es decir, afirma que no existe una grabacién constante sobre un puesto de trabajo
inmaovil o fijo (como pudiera ser un escritorio de una oficina al uso). Toda la plantilla
debe cubrir diferentes tareas en su dindmica diaria que les hacen moverse por toda la
clinica.

Asimismo, sefiala que el sector sanitario en el que opera la mercantii AXARQUIA
VELEZ DENTAL S.L., estd lamentablemente expuesto a incidentes frecuentes de
agresiones verbales vy fisicas por parte de los pacientes hacia los trabajadores, motivo
por el cual son los propios trabajadores los que solicitan la grabacién tanto en los
gabinetes como en los espacios de trabajo para mejorar su sensacion de seguridad y
proteccion en el entorno laboral.

Advierte que este extremo es de total importancia a la hora de valorar si el sistema de
seguridad es proporcional 0 no, y si cumple su funcion.

SEGUNDO. - Proporcionalidad de la medida.

Manifiesta que la instalacion de las camaras de videovigilancia ha sido implementada
respetando estrictamente los principios de proporcionalidad, necesidad y minimizacién
de datos y que los trabajadores son plenamente conocedores de la existencia de las
camaras, su finalidad y el alcance de las grabaciones. Indica que este conocimiento ha
sido documentado mediante comunicaciones especificas remitidas por la compaiiia, lo
gue demuestra la transparencia y el cumplimiento normativo en la implementacién de
esta medida.

Sefiala que la legitimidad de la instalaciébn de las camaras queda reforzada por el
hecho de que los propios trabajadores, debido a la situacion de riesgo inherente al
sector sanitario, solicitaron expresamente su instalacion a fin de ver incrementada su
seguridad frente a posibles conflictos o potenciales agresiones.

Destaca que las grabaciones tienen un caracter estrictamente preventivo y no intrusivo
y que, hasta la fecha, no se ha tenido que acceder a las grabaciones, ya que no se
han producido incidentes que lo justifiqguen. Esto pone de manifiesto que el sistema no
se utiliza con fines invasivos, sino como un mecanismo de seguridad destinado a
proteger a los trabajadores frente a posibles riesgos, siendo el mismo evidentemente
efectivo.

TERCERO. - EXISTENCIA DE CARTELERIA.

Alega que tampoco se realiza valoraciéon alguna en la parte juridica de la existencia de
multiples carteles que avisan de estar en una zona videovigilada y los fines de esta,
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todo ello a los fines de valorar esa supuesta violacion de la intimidad de los
trabajadores.

Por otra parte, solicita la practica de la prueba a efectos de acreditar sus afirmaciones.
En particular:
“TESTIFICALES, de:

- A.A.A, (...) y que podra exponer perfectamente los motivos de la instalacion de las
camaras, asi como la necesidad de estas por lo conflictivo del sector.

- B.B.B,, (...), y que igualmente podra deponer sobre la necesidad de las camaras a
fin de dotar de correcta seguridad al establecimiento, asi como su propia peticion a fin
de dotar de mayor prevencion y seguridad.

Ambos testigos podran ser citados en el establecimiento donde la mercantil
AXARQUIA VELEZ DENTAL S.L., desarrolla su actividad en **DIRECCION.1 (...), y
proporcionaran informacion relevante sobre el consentimiento prestado por parte de
los trabajadores de la clinica para la captacion y grabacion de su imagen y la
necesidad de la videovigilancia para garantizar su seguridad”.

NOVENO: En fecha 30 de mayo de 2025, el 6rgano instructor del procedimiento
inform6 a la parte reclamada, de los términos y plazos relativos a la terminacion de los
procedimientos sancionadores, conforme a lo dispuesto en el articulo 85 de la
LPACAP, con indicacion del nimero de cuenta donde poder hacer efectivo el pago
voluntario de la sancion.

DECIMO: En fecha 3 de junio de 2025, AXARQUIA VELEZ DENTAL, S.L. con NIF
B93418267, procedi6 al pago de la sancion en la cuantia de 3000,00 euros haciendo
uso de las dos reducciones previstas en el Acuerdo de inicio, lo que implica el
reconocimiento de la responsabilidad en relacion con los hechos recogidos en el
expediente de referencia, en concreto, con respecto a la infraccion del articulo 5.1.c)
del RGPD, por la instalacion de camaras en los gabinetes/quir6fanos, renunciando esa
mercantil a ejercer cualquier accién o recurso en via administrativa contra la sancién
impuesta.

UNDECIMO: En cumplimiento de lo dispuesto en el articulo 53.1.a) de la LPACAP, se
remite copia completa del expediente administrativo solicitado.

DUODECIMO: En fecha 8 de octubre de 2025, por la instruccion del procedimiento se
acord6 denegar de manera motivada la prueba testifical propuesta por la parte
reclamada, de conformidad con el articulo 77 de la LPACAP, al entender que esta
resultaba improcedente.

DECIMOTERCERQ: Se acompafia como anexo relacién de documentos obrantes en
el procedimiento.

De las actuaciones practicadas en el presente procedimiento y de la documentacion
obrante en el expediente, han quedado acreditados los siguientes:
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HECHOS PROBADOS

PRIMERO: AXARQUIA VELEZ DENTAL, S.L. con NIF B93418267, cuenta en su
establecimiento ubicado en **DJRECCION.1 con un sistema de videovigilancia
integrado, al menos, por 11 camaras de seguridad en la clinica, ubicadas en los
siguientes lugares: 2 en la recepcién, una camara en cada uno de los cinco gabinetes,
una en el almacén, una en el laboratorio, una en el pasillo y otra en el despacho de
direccion.

SEGUNDO: Las camaras de videovigilancia cuentan con una doble finalidad: la
seguridad y el control de los trabajadores. Asi consta tanto en la comunicacién
realizada a los trabajadores fechada el 2 de febrero de 2022, en el informe del DPD
aportado por la parte reclamada el 21 de julio de 2023, asi como en su RAT.

TERCERO: El espacio captado por las camaras instaladas en los gabinetes/quiréfanos
incluye la zona donde los pacientes se ubican durante su tratamiento en la clinica. Se
trata de un tratamiento que graba las imagenes de modo constante de los pacientes
gue entran al quiréfano mientras transcurre su asistencia, asi como de los facultativos
gue le atienden.

CUARTO: EIl espacio captadas por las camaras ubicadas en la recepcién y en el
despacho de direccion captan puestos de trabajo de forma permanente.

QUINTO: ElI 3 de junio de 2025, AXARQUIA VELEZ DENTAL, S.L. con NIF
B93418267, procedi6 al pago de la sancion en la cuantia de 3000,00 euros haciendo
uso de las dos reducciones previstas en el Acuerdo de inicio, lo que implica el
reconocimiento de la responsabilidad en relaciéon con los hechos recogidos en el
expediente de referencia, en concreto, con respecto a la infraccion del articulo 5.1.c)
del RGPD, por la instalacion de camaras en los gabinetes/quir6fanos, renunciando esa
mercantil a ejercer cualquier accién o recurso en via administrativa contra la sancién
impuesta.

FUNDAMENTOS DE DERECHO

I
Competencia

De acuerdo con los poderes que el articulo 58.2 del Reglamento (UE) 2016/679
(Reglamento General de Proteccion de Datos, en adelante RGPD), otorga a cada
autoridad de control y segun lo establecido en los articulos 47, 48.1, 64.2 y 68.1 de la
Ley Organica 3/2018, de 5 de diciembre, de Proteccibn de Datos Personales y
Garantia de los Derechos Digitales (en adelante, LOPDGDD), es competente para
resolver este procedimiento, la Presidencia de la Agencia Espafiola de Proteccion de
Datos.

Asimismo, el articulo 63.2 de la LOPDGDD determina que: "Los procedimientos
tramitados por la Agencia Espafiola de Proteccion de Datos se regiran por lo dispuesto
en el Reglamento (UE) 2016/679, en la presente ley organica, por las disposiciones
reglamentarias dictadas en su desarrollo y, en cuanto no las contradigan, con caracter
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subsidiario, por las normas generales sobre los procedimientos administrativos."

Il
La imagen es un dato personal

La imagen fisica de una persona, a tenor del articulo 4.1 del RGPD, es un dato
personal y su proteccién, por tanto, es objeto de dicho Reglamento.

En el articulo 4.2 del RGPD se define el concepto de “tratamiento” de datos
personales:

“«tratamiento»: cualquier operacién o conjunto de operaciones realizadas sobre datos
personales o conjuntos de datos personales, ya sea por procedimientos
automatizados o no, como la recogida, registro, organizacion, estructuracion,
conservacion, adaptacion o modificacion, extraccién, consulta, utilizacion,
comunicacion por transmision, difusion o cualquier otra forma de habilitacion de
acceso, cotejo o interconexion, limitacion, supresion o destruccion;”

Las imagenes generadas por un sistema de camaras o videocamaras son datos de
caracter personal, por lo que su tratamiento esta sujeto a la normativa de proteccién
de datos.

Es, por tanto, pertinente analizar si el tratamiento de datos personales (imagen de las
personas fisicas) llevado a cabo a través del sistema de videovigilancia denunciado es
acorde con lo establecido en el RGPD.

El articulo 22 de la LOPDGDD establece que “las personas fisicas o juridicas, publicas
o privadas, podran llevar a cabo el tratamiento de imagenes a través de sistemas de
camaras o videocamaras con la finalidad de preservar la seguridad de las personas y
bienes, asi como de sus instalaciones.”

El tratamiento de datos personales para que sea licito ha de encontrarse en alguno de
los supuestos del articulo 6.1 del RGPD, precepto que indica lo siguiente:

El tratamiento solo sera licito si se cumple al menos una de las siguientes condiciones:

a) el interesado dio su consentimiento para el tratamiento de sus datos personales
para uno o varios fines especificos;

b) el tratamiento es necesario para la ejecucion de un contrato en el que el interesado
es parte o para la aplicacion a peticion de este de medidas precontractuales;

c) el tratamiento es necesario para el cumplimiento de una obligacién legal aplicable al
responsable del tratamiento;

d) el tratamiento es necesario para proteger intereses vitales del interesado o de otra
persona fisica;

e) el tratamiento es necesario para el cumplimiento de una mision realizada en interés
publico o en el ejercicio de poderes publicos conferidos al responsable del tratamiento;
f) el tratamiento es necesario para la satisfaccion de intereses legitimos perseguidos
por el responsable del tratamiento o por un tercero, siempre que sobre dichos
intereses no prevalezcan los intereses o los derechos y libertades fundamentales del
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interesado que requieran la proteccion de datos personales, en particular cuando el
interesado sea un nifio.

Lo dispuesto en la letra f) del parrafo primero no sera de aplicacion al tratamiento
realizado por las autoridades publicas en el gjercicio de sus funciones.

Con carécter previo a su puesta en funcionamiento, ha de procederse con el registro
de actividades referido a este tratamiento. Se trata de un documento interno. Puede
utilizarse la herramienta FACILITA_RGPD disponible en la web de la AEPD cuando no
se trate de grandes infraestructuras (estaciones de ferrocarril, centros comerciales). La
Guia sobre el uso de videocamaras para seguridad y otras finalidades ofrece un
modelo de registro de actividades.

Se instalaran en los distintos accesos a la zona videovigilada, y en lugar visible, uno o
varios carteles que informen de que se accede a una zona videovigilada.

El cartel indicara de forma clara la identidad del responsable de la instalacion, ante
guién y dénde dirigirse para ejercer los derechos que prevé la normativa de proteccion
de datos, y dbénde obtener mas informacién sobre el tratamiento de los datos
personales.

La AEPD ofrece un modelo de cartel en la Guia sobre el uso de videocamaras. Asi
mismo, se pondra a disposicion de los afectados la restante informacién que exige la
legislacién de proteccion de datos.

Dicha informacién puede estar disponible en conserjeria, recepcion, oficinas, tablones
de anuncios, o ser accesible a través de Internet.

En el supuesto de que el sistema de camaras llevase incorporado un sistema de
grabacion, este se ubicard en un lugar vigilado o de acceso restringido. A las imagenes
grabadas accedera solo el personal autorizado que debera introducir un codigo de
usuario y una contrasefia. Las imagenes seran conservadas durante un plazo maximo
de un mes desde su captacion, transcurrido el cual se procedera al borrado.

"
Obligaciones en materia de videovigilancia

De conformidad con lo expuesto, el tratamiento de iméagenes a través de un sistema
de videovigilancia, para ser conforme con la normativa vigente, debe cumplir los
requisitos siguientes:

1.- La personas fisicas o juridicas, publicas o privadas, pueden establecer un sistema
de videovigilancia con la finalidad de preservar la seguridad de las personas y bienes,
asi como de sus instalaciones.

Se ha de valorar si la finalidad pretendida puede lograrse de otra forma menos
intrusiva para los derechos vy libertades de los ciudadanos. Los datos personales solo
deben tratarse si la finalidad del tratamiento no pudiera lograrse razonablemente por
otros medios, considerando 39 del RGPD.
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2.- Las imagenes obtenidas no puedan utilizarse para una finalidad ulterior
incompatible con la que motivoé la instalacion del sistema de videovigilancia.

3.- Se debera cumplir con el deber de informar a los afectados previsto en los articulos
12 y 13 del RGPD, y 22 de la LOPDGDD.

En tal sentido, el articulo 22 de la LOPDGDD prevé en relacion con la videovigilancia
un sistema de “informacién por capas”.

La primera capa ha de referirse, al menos, a la existencia del tratamiento
(videovigilancia), la identidad del responsable, la posibilidad de ejercitar los derechos
previstos en los articulos 15 a 22 del RGPD y dénde obtener mas informacién sobre el
tratamiento de los datos personales.

Esta informacién se contendra en un dispositivo colocado en un lugar suficientemente
visible y debe suministrarse por adelantado.

La informacion de la segunda capa debe estar disponible en un lugar facilmente
accesible al afectado, ya sea una hoja informativa en una recepcion, cajero, etc....,
colocada en un espacio publico visible o en una direcciébn web, y ha de referirse al
resto de elementos del articulo 13 del RGPD.

4.- El tratamiento de las imagenes mediante la instalacion de sistemas de camaras o
videocamaras deberd ser licito y ajustarse al principio de proporcionalidad y al de
minimizacion de datos, en los términos ya sefialados.

5.- Las imagenes podran conservarse por un plazo maximo de un mes, salvo en
aguellos supuestos en que se deban conservar para acreditar la comisién de actos
gue atenten contra la integridad de personas, bienes o instalaciones.

En este segundo supuesto, deberan ser puestas a disposicion de la autoridad
competente en un plazo maximo de 72 horas desde que se tuviera conocimiento de la
existencia de la grabacion.

6.- El responsable deberd llevar un registro de actividades de los tratamientos
efectuados bajo su responsabilidad en el que se incluya la informacién a la que hace
referencia el articulo 30.1 del RGPD.

7.- El responsable debera realizar un analisis de riesgos 0, en su caso, una
evaluacién de impacto en la proteccién de datos, para detectar los derivados de la
implantacién del sistema de videovigilancia, valorarlos y, en su caso, adoptar las
medidas de seguridad apropiadas.

8.- Cuando el sistema esté conectado a una central de alarma, Unicamente podra ser
instalado por una empresa de seguridad privada que relna los requisitos
contemplados en el articulo 5 de la Ley 5/2014 de Seguridad Privada, de 4 de abril.

La Agencia Espafiola de Proteccion de Datos ofrece a través de su pagina web
[https://iwww.aepd.es] acceso a:
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¢ la legislacion en materia de proteccién de datos personales, incluyendo el RGPD y la
LOPDGDD (apartado “Informes y resoluciones” / “normativa”),

¢ |a Guia sobre el uso de videocdmaras para seguridad y otras finalidades,

e la Guia para el cumplimiento del deber de informar (ambas disponibles en el
apartado “Guias y herramientas”).

También resulta de interés, en caso de realizar tratamientos de datos de bajo riesgo, la
herramienta gratuita Facilita (en el apartado “Guias y herramientas”), que, mediante
unas preguntas concretas, permite valorar la situacién del responsable respecto del
tratamiento de datos personales que lleva a cabo, y en su caso, generar diversos
documentos, clausulas informativas y contractuales, asi como un anexo con medidas
de seguridad orientativas consideradas minimas.

v
Contestacion a las alegaciones al Acuerdo de inicio

En respuesta a las alegaciones presentadas por la entidad reclamada se debe sefialar
lo siguiente:

1. En relacion con la primera alegacion denominada “Las camaras colocadas para
videovigilancia en el trabajo se sujetan a principios de proporcionalidad, necesidad y
minimizacion de datos”.

- Asegura la parte reclamada que las imagenes captadas por las camaras de
videovigilancia respetan en todo momento los derechos de los trabajadores y
garantizan su dignidad en el entorno laboral. Manifiesta que esto se observa
en la medida en que no se captan zonas privadas o de descanso. Al respecto,
ha de subrayarse que el articulo 89 de la LOPDGDD que regula el derecho a la
intimidad frente al uso de dispositivos de videovigilancia y de grabacion de
sonidos en el lugar de trabajo prohibe en su apartado segundo la instalacion de
camaras de videovigilancia en lugares de esas caracteristicas en el ambito
laboral. Su incumplimiento supondria, por tanto, la inexistencia de una base de
legitimacion de las previstas en el articulo 6.1 del RGPD, que no es el objeto
del presente procedimiento sancionador.

- Por otra parte, en cuanto a la supuesta autorizaciéon con la que contaria la
empresa por parte de los trabajadores para llevar a cabo las grabaciones, han
de precisarse algunos aspectos:

o En primer lugar, no puede confundirse, como hace la parte reclamada,
la existencia de un consentimiento con la firma de los trabajadores a
modo de “RECIBI” en la comunicacién informativa de febrero de 2022
por la que se les informa de la existencia de un sistema de
videovigilancia, asi como sus fines. No puede olvidarse, ademas, que
dicha comunicacion es exigida por el articulo 89.1 de la LOPDGDD.

o En segundo lugar, el consentimiento es una base de licitud de las
previstas en el articulo 6 del RGPD por las que se legitima el
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tratamiento, en concreto en el articulo 6.1 a) del RGPD. Sin perjuicio de
gue el objeto del presente procedimiento sancionador sea el caracter
excesivo del tratamiento y no su legitimacion, se subraya que el
consentimiento no puede operar, en el presente caso, como base
legitimadora del tratamiento debido a la naturaleza de la relacion entre
las partes (empleador y empleados).

Lo anterior significa que, aun cuando la parte reclamada contara con el
consentimiento de los trabajadores, este no podria tener la
consideracion de vélido en la medida en que existe una relacién de
desequilibrio entre las partes que impide que dicho consentimiento
tuviera la consideracion de “libre”.

En este sentido, el considerando 43 del RGPD sefala:

“43. Para garantizar que el consentimiento se haya dado libremente,
este no debe constituir un fundamento juridico valido para el
tratamiento de datos de caracter personal en un caso concreto en el
que exista un desequilibro claro entre el interesado y el responsable del
tratamiento (...)”

Por su parte, las Directrices 5/2020 sobre el consentimiento en el
sentido del Reglamento (UE) 2016/679 determinan:

“21. También en el contexto del empleo se produce un desequilibrio de
poderl8. Dada la dependencia que resulta de la relacion entre el
empleador y el empleado, no es probable que el interesado pueda
negar a su empleador el consentimiento para el tratamiento de datos
sin experimentar temor o riesgo real de que su negativa produzca
efectos perjudiciales. Parece poco probable que un empleado pudiera
responder libremente a una solicitud de consentimiento de su
empleador para, por ejemplo, activar sistemas de vigilancia por camara
en el lugar de trabajo o para rellenar impresos de evaluacion, sin
sentirse presionado a dar su consentimiento. Por tanto, el CEPD
considera problematico que los empleadores realicen el tratamiento de
datos personales de empleados actuales o futuros sobre la base del
consentimiento, ya que no es probable que este se otorgue libremente.
En el caso de la mayoria de estos tratamientos de datos en el trabajo,
la base juridica no puede y no debe ser el consentimiento de los
trabajadores [articulo 6, apartado 1, letra a)] debido a la naturaleza de
la relacion entre empleador y empleado”

Asi, en el ambito laboral la base legitimadora del tratamiento suele ser
el contrato en los términos previstos en el articulo 6.1 b) del RGPD. Por
ora parte, en el &mbito de la videovigilancia con fines de seguridad, la
base legitimadora se encuentra en el articulo 6.1 e) del RGPD.

- Enrelacién con las alegaciones referentes a que “ningun trabajador permanece
mucho tiempo en el puesto de trabajo” y, por tanto, “las grabaciones no se
enfocan de manera constante sobre un Unico trabajador”, se subraya que las
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camaras graban constantemente un puesto de trabajo, con independencia de
guién sea el trabajador que lo ocupe.

- Alega la parte reclamada que la finalidad fundamental de las camaras es
garantizar la seguridad, incluida la de los trabajadores, a cuyos efectos
presenta un fragmento de un informe del Ministerio de Sanidad sobre las
agresiones sufridas por el personal sanitario en general, ni siquiera dedicado
especificamente al sector dental de manera especifica. En cualquier caso, se
subraya que el objeto de la infracciébn imputada y respecto a la que se
presentan alegaciones, versa sobre el caracter excesivo de la grabacién de los
puestos de trabajo de los trabajadores (recepcién, direccion y gabinetes) ligado
a los fines laborales de la misma. No debe olvidarse que las cAmaras tienen
una doble finalidad tal y como se recoge en la comunicacion realizada a los
trabajadores de febrero de 2022, el informe del DPD aportado el 21 de julio de
2023 y en el propio RAT de la parte reclamada.

2. En cuanto a la sequnda alegacion denominada “Proporcionalidad de la medida”:

- Sefiala la parte reclamada que la instalacion de las camaras es proporcional
porque: (i) los trabajadores son plenamente conscientes de la existencia de
camaras, tal y como demuestra la comunicacién efectuada al efecto, (ii) los
propios trabajadores lo han solicitado para garantizar su seguridad (iii) hasta la
fecha no se ha tenido que acceder a las grabaciones puesto que no se ha
producido ningun incidente, (iv) las grabaciones se conservan Unicamente
durante 7 dias, (v) no existe otra medida mas adecuada para garantizar la
misma finalidad y (vi) en caso de que fuera necesario acceder a las
grabaciones solo accederia la persona responsable.

Respecto a las manifestaciones anteriores deben hacerse varias precisiones:

() Tal y como se ha sefialado previamente, que los trabajadores tengan
conocimiento de la existencia y uso de dispositivos de videovigilancia en el
centro de trabajo, es una exigencia del articulo 89 de la LOPDGDD cuando se
trata para fines laborales. Asimismo, el articulo 22 de la LOPDGDD exige,
cuando la finalidad sea la seguridad la existencia de carteles informativos. Por
tanto, la comunicacion a la que hace referencia la parte reclamada no es mas
que el cumplimiento de las exigencias especificas de estos articulos en
relacion con el articulo 13 del RGPD.

(i) Se ha sefialado ya que el consentimiento no puede operar en el contexto
del presente caso, sin perjuicio, ademas, que el objeto del procedimiento
sancionador es el caracter excesivo del tratamiento, no su licitud.

(iQue no se haya tenido que acceder a las grabaciones porgue no se han
producido incidentes no refleja la proporcionalidad de la medida. Al contrario,
podria cuestionarse la necesidad de la existencia de, al menos, 11 camaras de
videovigilancia en el interior de un establecimiento desde el afio 2022 sin que
se hayan producido incidentes.

(iv) En relacion con el plazo de conservacion de las imagenes, se subraya que
no es objeto del presente procedimiento sancionador una infraccion del articulo
5.1 e) del RGPD, sino 5.1 c) del RGPD.
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(v) En cuanto a que no existe una medida mas adecuada para garantizar la
misma finalidad, se insiste en que el objeto del procedimiento sancionador es el
caracter excesivo del tratamiento.

(vi) Por dltimo, respecto a las afirmaciones sobre que uUnicamente el
responsable del tratamiento accede a las grabaciones, conviene recordar que
lo contrario podria dar lugar a la infraccion del articulo 5.1 f) del RGPD, que
exige contar con todas las medidas técnicas y organizativas para asegurar que
no se producen accesos por terceros no autorizados a los datos personales.

3. Respecto a la existencia de carteleria:

- Asegura la parte reclamada que no ha se ha tenido en cuenta la existencia de
carteles que alerta sobre las camaras. Se recuerda que su existencia es una
obligacion conforme al articulo 13 del RGPD en relacion con el articulo 22 de la
LOPDGDD, cuyo incumplimiento podria dar lugar al ejercicio de los poderes
correctivos de esta autoridad de control.

A la vista de lo anterior, no cabe estimar las alegaciones de la parte reclamada por las
que insta al archivo de la infraccion del articulo 5.1 c) del RGPD por el exceso en la
grabacion, con fines laborales, de trabajadores en sus puestos de trabajo de forma
permanente. Sin perjuicio de lo anterior, no se aprecia por esta instruccion la
existencia de las circunstancias previstas en el articulo 83.2 b) del RGPD, valoradas
en el acuerdo de inicio. Por otra parte, se considera que debe valorarse a efectos del
articulo 83.2 a) del RGPD el numero de afectados. Lo anterior puede suponer una
minoracion de la cuantia de la multa.
\Y

Primera infraccién del articulo 5.1 ¢) del RGPD.
El art. 5.1 c) RGPD dispone lo siguiente: Los datos personales seran:

“adecuados, pertinentes y limitados a lo necesario en relaciéon con los fines para los
que son tratados («minimizacion de datos»)”.

En cuanto al tratamiento con fines de videovigilancia, el articulo 22 de la LOPDGDD
establece, como ya se ha indicado anteriormente, que las personas fisicas o juridicas,
publicas o privadas, podran llevar a cabo el tratamiento de imagenes a través de
sistemas de camaras o videocamaras con la finalidad de preservar la seguridad de las
personas y bienes, asi como de sus instalaciones.

El tratamiento de datos personales estd sometido al resto de los principios del
tratamiento contenidos en el articulo 5 del RGPD. Destacaremos el principio de
minimizacion de datos contenido en el articulo 5.1.c) del RGPD que dispone que los
datos personales seran “adecuados, pertinentes y limitados a lo necesario en relacion
con los fines para los que son tratados”.

Esto significa que en un tratamiento concreto so6lo pueden tratarse los datos
personales oportunos, que vengan al caso y que sean los estrictamente necesarios
para cumplir la finalidad para la que son tratados. El tratamiento debe ser ajustado y
proporcional a la finalidad a la que se dirige. La pertinencia en el tratamiento de los
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datos debe producirse tanto en el momento de la recogida de los datos como en el
posterior tratamiento que se realice de los mismos.

Conforme a lo sefalado, debe restringirse el tratamiento de los datos excesivos o bien
procederse a la supresion de estos.

Por tanto, la instalacién de camaras de videovigilancia sera una medida proporcional y
justificada si se cumplen los siguientes requisitos:

1. Que se trate de una medida susceptible de conseguir el objetivo propuesto.

2. Que no exista otra medida mas moderada para la consecucion de tal propésito
con igual eficacia.

3. Que la misma sea ponderada o equilibrada, por derivarse de ella mas beneficios
0 ventajas para el interés general que perjuicios sobre otros bienes o valores en
conflicto.

Por ello, el responsable de un establecimiento que lleve a cabo un tratamiento con
fines de videovigilancia en los términos anteriormente sefialados podra instalar
camaras de videovigilancia con la finalidad anteriormente descrita, solo en los lugares
y en las circunstancias adecuadas, para preservar la seguridad dentro del propio
establecimiento.

Cuando se analiza la proporcionalidad, debe atenderse especialmente a si la medida
es susceptible de conseguir el objetivo propuesto y si se pueden adoptar otros medios
menos intrusivos en relacion con el derecho fundamental a la proteccién de datos de
caracter personal, a fin de preservar el poder de disposicién y control de los datos
personales por parte del interesado, asi como para prevenir interferencias con otros
derechos y libertades fundamentales, tales como la intimidad de las personas o el libre
desarrollo de su personalidad.

En cuanto a la proporcionalidad, la Sentencia del Tribunal Constitucional 207/1996, de
16 de diciembre, determina que se trata de “una exigencia comun y constante para la
constitucionalidad de cualquier medida restrictiva de derechos fundamentales, entre
ellas las que supongan una injerencia en los derechos a la integridad fisica y a la
intimidad, y mas en derechos a la integridad fisica y a la intimidad, y mas en particular
de las medidas restrictivas de derechos fundamentales adoptadas en el curso de un
proceso penal viene determinada por la estricta observancia del principio de
proporcionalidad”.

La afectacién del derecho fundamental a la proteccion de datos de caracter personal
s6lo puede derivarse de la consecucion de la finalidad pretendida por el tratamiento y
con sujecién al principio de minimizacién, sin que sea suficiente su mera invocaciéon
para sacrificar el derecho fundamental, pues dada la posicion preeminente de los
derechos fundamentales en nuestro ordenamiento, esa modulacién sélo se producira
en la medida estrictamente imprescindible para la consecucién de los fines del
tratamiento conforme a las reglas antedichas, lo que entrafia la necesidad de proceder
a una ponderacién adecuada que respete la correcta definicion y valoracién
constitucional del derecho fundamental en juego y del interés que se persiga con el
tratamiento.
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Por ello, una vez que se determine que un tratamiento con fines de videovigilancia con
la finalidad de procurar la seguridad de personas, bienes e instalaciones es una
medida susceptible de conseguir el objetivo propuesto, y no exista otra medida mas
moderada para la consecucién de tal propésito con igual eficacia, habra que valorar
gue la misma sea ponderada o equilibrada.

En el supuesto examinado, el responsable del tratamiento ha instalado un sistema de
videovigilancia con la finalidad prevista en el articulo 22 de la LOPDGDD.

Asi, se encuentran instaladas, al menos, de 11 camaras de seguridad en la clinica,
ubicadas en los siguientes lugares: 2 en la recepcién, una cadmara en cada uno de los
cinco gabinetes, en almacén, en laboratorio, pasillo y en despacho.

Por otro lado, hay otras dos camaras de seguridad gestionadas por la empresa
Securitas Direct, ubicadas en otro pasillo de la clinica y en la recepcion, de las cuales
no tienen acceso a las imagenes. Unicamente la empresa Securitas es la que tiene
acceso a las mismas.

En el transcurso de las actuaciones de investigacion, el responsable manifiesta que las
imégenes grabadas no contienen sonido y Unicamente tienen acceso a las imagenes
el director de clinica en el ordenador de su despacho. Dicho monitor se encuentra en
el despacho del director de la clinica, siendo ésta la Unica persona autorizada para
acceder a dichas imagenes. Ademas, dicho ordenador se encuentra bloqueado con
una clave de acceso para evitar que terceras personas puedan acceder a las
imagenes.

Ahora bien, consta que el espacio captado por las camaras instaladas en los gabinetes
incluye la grabacion de imagenes durante el tratamiento de los pacientes en el
quiréfano.

Por su propia naturaleza, se trata de una ubicacién en la que los afectados por el
tratamiento pueden permanecer largo tiempo, y en una situacién en la que pueden
verse afectados otros derechos y libertades, tales como su intimidad.

En este sentido, la captacién permanente en los gabinetes cuando los pacientes se
encuentran dentro no cumpliria con los requisitos del principio de minimizacién, de
realizar un tratamiento de datos personales “adecuado, pertinente y limitado a lo
necesario en relacion con los fines para los que son tratados”.

A este respecto es importante resefiar que, conforme a la informacién aportada por el
responsable, las imagenes captadas son conservadas durante un plazo de siete dias.
Con ello, los datos de todos los pacientes son guardados durante ese periodo. La
afectacion al derecho fundamental a la proteccion de datos personales, entendido
como el poder de disposicion y control del que es titular el interesado, es muy superior
al presunto interés que pretende conseguir el reclamado, cual es la preservaciéon de la
seguridad de las personas y bienes.

En consecuencia, se considera que los hechos acreditados son constitutivos de una
infraccion, imputable a la parte reclamada, por vulneracion del articulo 5.1.c) del
RGPD.
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\
Tipificacion y calificacion a efectos de prescripcion de la primera infraccion del articulo
5.1.c) del RGPD

La citada infraccion del articulo 5.1.c) del RGPD supone la comisién de las
infracciones tipificadas en el articulo 83.5 del RGPD que bajo la rubrica “Condiciones
generales para la imposicién de multas administrativas” dispone:

“Las infracciones de las disposiciones siguientes se sancionaran, de acuerdo con el
apartado 2, con multas administrativas de 20 000 000 EUR como maximo o,
tratandose de una empresa, de una cuantia equivalente al 4 % como maximo del
volumen de negocio total anual global del gjercicio financiero anterior, optandose por
la de mayor cuantia:

1. los principios basicos para el tratamiento, incluidas las condiciones para el
consentimiento a tenor de los articulos 5, 6, 7y 9;

(...)

A efectos del plazo de prescripcion de las infracciones, la infraccién sefialada en el
parrafo anterior se considera muy grave conforme al articulo 72.1 de la LOPDGDD,
gue establece que:

“En funcion de lo que establece el articulo 83.5 del Reglamento (UE) 2016/679 se
consideran muy graves y prescribiran a los tres afios las infracciones que supongan
una vulneracion sustancial de los articulos mencionados en aquel y, en particular, las
siguientes:

a) El tratamiento de datos personales vulnerando los principios y garantias
establecidos en el articulo 5 del Reglamento (UE) 2016/679.

(...).”
VI

Propuesta de sancion por la primera infraccion del articulo 5.1 ¢) del RGPD.

A fin de determinar la multa administrativa a imponer se han de observar las
previsiones de los articulos 83.1y 83.2 del RGPD, preceptos que sefialan:

“1. Cada autoridad de control garantizara que la imposicién de las multas
administrativas con arreglo al presente articulo por las infracciones del presente
Reglamento indicadas en los apartados 4, 5 y 6 sean en cada caso individual
efectivas, proporcionadas y disuasorias.

2. Las multas administrativas se impondréan, en funcién de las circunstancias de cada
caso individual, a titulo adicional o sustitutivo de las medidas contempladas en el
articulo 58, apartado 2, letras a) a h) y j). Al decidir la imposicion de una multa
administrativa y su cuantia en cada caso individual se tendra debidamente en cuenta:

a) la naturaleza, gravedad y duracion de la infraccion, teniendo en cuenta la
naturaleza, alcance o propdsito de la operacion de tratamiento de que se trate, asi
como el numero de interesados afectados y el nivel de los dafios y perjuicios que
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hayan sufrido;

b) la intencionalidad o negligencia en la infraccion;

¢) cualquier medida tomada por el responsable o encargado del tratamiento para
paliar los dafios y perjuicios sufridos por los interesados;

d) el grado de responsabilidad del responsable o del encargado del tratamiento,
habida cuenta de las medidas técnicas u organizativas que hayan aplicado en virtud
de los articulos 25 y 32;

e) toda infraccion anterior cometida por el responsable o el encargado del tratamiento;
f) el grado de cooperacion con la autoridad de control con el fin de poner remedio a la
infraccion y mitigar los posibles efectos adversos de la infraccion;

g) las categorias de los datos de caracter personal afectados por la infraccién;

h) la forma en que la autoridad de control tuvo conocimiento de la infraccién, en
particular si el responsable o el encargado notifico la infraccion y, en tal caso, en qué
medida; i) cuando las medidas indicadas en el articulo 58, apartado 2, hayan sido
ordenadas previamente contra el responsable o el encargado de que se trate en
relacion con el mismo asunto, el cumplimiento de dichas medidas;

j) la adhesién a cddigos de conducta en virtud del articulo 40 o a mecanismos de
certificacion aprobados con arreglo al articulo 42,

k) cualquier otro factor agravante o atenuante aplicable a las circunstancias del caso,
como los beneficios financieros obtenidos o las pérdidas evitadas, directa o
indirectamente, a través de la infraccion.”

Por su parte, el articulo 76 “Sanciones y medidas correctivas” de la LOPDGDD
dispone:

“1. Las sanciones previstas en los apartados 4, 5 y 6 del articulo 83 del Reglamento
(UE) 2016/679 se aplicardn teniendo en cuenta los criterios de graduacion
establecidos en el apartado 2 del citado articulo.

2. De acuerdo con lo previsto en el articulo 83.2.k) del Reglamento (UE) 2016/679
también podran tenerse en cuenta:

a) El caracter continuado de la infraccion.

b) La vinculacion de la actividad del infractor con la realizacién de tratamientos

de datos personales.

c) Los beneficios obtenidos como consecuencia de la comision de la infraccion.

d) La posibilidad de que la conducta del afectado hubiera podido inducir a la

comision de la infraccion.

e) La existencia de un proceso de fusion por absorcion posterior a la comision

de la infraccion, que no puede imputarse a la entidad absorbente.

f) La afectacion a los derechos de los menores.

g) Disponer, cuando no fuere obligatorio, de un delegado de proteccion de
datos.

h) El sometimiento por parte del responsable o encargado, con caracter

voluntario, a mecanismos de resolucion alternativa de conflictos, en aquellos

supuestos en los que existan controversias entre aquellos y cualquier

interesado.”

De acuerdo con los preceptos transcritos, a efectos de fijar el importe de la sancién por
infraccion del articulo 5.1.c) del RGPD, procede graduar la multa teniendo en cuenta:
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-la naturaleza de la infraccion: al disponer de un sistema de videovigilancia
orientado hacia la zona de los gabinetes/quir6fanos de manera continuada, tratando
datos de personas fisicas (pacientes) identificables en namero indeterminado, que
puede, ademas, afectar a otros derechos y libertades de los pacientes (art. 83.2 a)
RGPD).

-la intencionalidad o negligencia de la infraccion, (art. 83.2 b) RGPD), dado que
no se ha realizado la ponderacion de proporcionalidad previa y requerida antes de
implantar el sistema de videovigilancia que iba a afectar a todos los pacientes que
entren en el gabinete/quir6fano.

Considerando los factores expuestos, la valoracion que alcanza la cuantia de la multa
es de 5.000 euros por infraccion del articulo 5.1.c) del RGPD.

VIII
Terminacioén del procedimiento relativo a la primera infraccion del articulo 5.1 c) del
RGPD.

El articulo 85 de la Ley 39/2015, de 1 de octubre, del Procedimiento Administrativo
Comun de las Administraciones Publicas (en lo sucesivo, LPACAP), bajo la rubrica
“Terminacion en los procedimientos sancionadores” dispone lo siguiente:

“1. Iniciado un procedimiento sancionador, si el infractor reconoce su responsabilidad,
se podra resolver el procedimiento con la imposicion de la sancion que proceda.

2. Cuando la sancién tenga tnicamente caracter pecuniario o bien quepa imponer una
sancién pecuniaria y otra de caracter no pecuniario pero se ha justificado la
improcedencia de la segunda, el pago voluntario por el presunto responsable, en
cualquier momento anterior a la resolucion, implicara la terminacién del procedimiento,
salvo en lo relativo a la reposicion de la situacion alterada o a la determinacién de la
indemnizacion por los dafios y perjuicios causados por la comision de la infraccion.

3. En ambos casos, cuando la sancién tenga Unicamente caracter pecuniario, el
organo competente para resolver el procedimiento aplicara reducciones de, al menos,
el 20 % sobre el importe de la sancion propuesta, siendo éstos acumulables entre si.
Las citadas reducciones, deberan estar determinadas en la notificaciéon de iniciacion
del procedimiento y su efectividad estara condicionada al desistimiento o renuncia de
cualquier accion o recurso en via administrativa contra la sancion.

El porcentaje de reduccién previsto en este apartado podra ser incrementado
reglamentariamente.”
IX
Pago voluntario y reconocimiento de responsabilidad respecto a la primera infraccion
del articulo 5.1 c) del RGPD.

De conformidad con lo dispuesto en el citado articulo 85 de la LPACAP, en el acuerdo
de inicio notificado se informaba sobre la posibilidad de reconocer la responsabilidad y
de realizar el pago voluntario de la sancion propuesta por el incumplimiento del articulo
5.1 c¢) del RGPD anteriormente sefialado, lo que supondria dos reducciones
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acumulables de un 20% cada una. Con la aplicacién de estas dos reducciones, la
sancién quedaria establecida en 3000,00 euros y su pago implicaria la terminacién del
procedimiento, sin perjuicio de la imposicién de las medidas correspondientes.

Tras la notificaciéon del citado acuerdo de inicio, AXARQUIA VELEZ DENTAL, S.L. con
NIF B93418267, procedid al pago de la sancion en la cuantia de 3000,00 euros
haciendo uso de las dos reducciones previstas en el Acuerdo de inicio, lo que implica
el reconocimiento de la responsabilidad en relacién con los hechos recogidos en el
expediente de referencia, en concreto, con respecto a la infraccion del articulo 5.1.c)
del RGPD, por la instalacién de camaras en los gabinetes/quiré6fanos con fines de
seguridad, renunciando esa mercantil a ejercer cualquier accién o recurso en via
administrativa contra la sancién impuesta.

Debe tenerse en cuenta que, de acuerdo con los preceptos de la LPACAP, asi como
de la jurisprudencia del Tribunal Supremo en esta materia, el ejercicio del pago
voluntario por el presunto responsable no exime a la administracion de la obligacion de
resolver y notificar todos los procedimientos, cualquiera que sea su forma de
iniciacion. De igual forma, el articulo 88 de la citada norma establece que la resoluciéon
gue ponga fin al procedimiento decidird todas las cuestiones planteadas por los
interesados y aquellas otras derivadas del mismo.
X
Segunda infraccién del articulo 5.1 ¢) del RGPD

Tal y como se ha sefialado, el art. 5.1 ¢) RGPD dispone lo siguiente: Los datos
personales seran:

“adecuados, pertinentes y limitados a lo necesario en relacion con los fines para los
que son tratados («minimizacion de datos»)”.

Por su parte, el articulo 89 de la LOPDGG sefiala:

“1. Los empleadores podran tratar las imagenes obtenidas a través de sistemas de
camaras o videocamaras para el ejercicio de las funciones de control de los
trabajadores o los empleados publicos previstas, respectivamente, en el articulo 20.3
del Estatuto de los Trabajadores y en la legislacion de funcién publica, siempre que
estas funciones se ejerzan dentro de su marco legal y con los limites inherentes al
mismo. Los empleadores habran de informar con caracter previo, y de forma expresa,
clara y concisa, a los trabajadores o los empleados publicos y, en su caso, a sus
representantes, acerca de esta medida.

En el supuesto de que se haya captado la comision flagrante de un acto ilicito por los
trabajadores o los empleados publicos se entendera cumplido el deber de informar
cuando existiese al menos el dispositivo al que se refiere el articulo 22.4 de esta ley
organica.

2. En ningun caso se admitira la instalacion de sistemas de grabacion de sonidos ni de
videovigilancia en lugares destinados al descanso o esparcimiento de los trabajadores
o los empleados publicos, tales como vestuarios, aseos, comedores y analogos.

3. La utilizacién de sistemas similares a los referidos en los apartados anteriores para
la grabacion de sonidos en el lugar de trabajo se admitird tnicamente cuando resulten
relevantes los riesgos para la seguridad de las instalaciones, bienes y personas
derivados de la actividad que se desarrolle en el centro de trabajo y siempre
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respetando el principio de proporcionalidad, el de intervenciéon minima y las garantias
previstas en los apartados anteriores. La supresion de los sonidos conservados por
estos sistemas de grabacion se realizara atendiendo a lo dispuesto en el apartado 3
del articulo 22 de esta ley”.

En el ambito laboral, la videovigilancia se ha convertido en una herramienta
comunmente utilizada por los empleadores que permite garantizar la seguridad de las
instalaciones, proteger la propiedad intelectual y fisica de la empresa, y supervisar el
cumplimiento de las obligaciones laborales a cargo de los trabajadores.

Sin embargo, la utilizacién de sistemas de videovigilancia en el lugar de trabajo debe
realizarse respetando el derecho a la privacidad de los empleados y siempre de
conformidad con la normativa de proteccion de datos vigente.

El marco normativo que regula estas practicas incluye el RGPD, LOPDGDD, asi como
la Ley de Prevencion de Riesgos Laborales y la jurisprudencia del Tribunal
Constitucional y del Tribunal Supremo en materia de derechos fundamentales de los
trabajadores.

Es importante, también, la observancia de las guias publicadas por la Agencia
Espafiola de Proteccion de Datos (AEPD), organismo publico encargado de velar por
el cumplimiento de la normativa en materia de proteccién de datos en Espafia.

La videovigilancia en el trabajo no puede ser ilimitada y debe sujetarse a principios de
proporcionalidad, necesidad y minimizacién de datos, asegurando que se respeten los
derechos fundamentales de los trabajadores y se proteja su dignidad en el entorno
laboral.

Debe tener una base legal clara, como puede ser el consentimiento del interesado, el
cumplimiento de una obligacion legal o el interés legitimo del responsable.

La LOPDGDD (art. 89) establece que los empleadores podran tratar las imagenes
obtenidas a través de sistemas de camaras o videocdmaras para el ejercicio de las
funciones de control de los trabajadores o los empleados publicos previstas,
respectivamente, en el articulo 20.3 ET y en la legislacion de funcion publica, siempre
gue estas funciones se ejerzan dentro de su marco legal y con los limites inherentes al
mismo.

La AEPD establece lo siguiente al respecto:

-el ET faculta al empresario para adoptar las medidas que estime mas oportunas para
verificar el cumplimiento por el trabajador de sus obligaciones y deberes laborales, que
deberan guardar la consideracién debida a la dignidad humana y tener en cuenta la
capacidad real de los trabajadores con discapacidad;

-los sistemas de videovigilancia para control empresarial s6lo se adoptaran cuando
exista una relacion de proporcionalidad entre la finalidad perseguida y el modo en que
se traten las imagenes y no haya otra medida mas idonea;

C/ Jorge Juan, 6 www.aepd.es
28001 — Madrid sedeaepd.gob.es



24/33

o, agencia bn

espafola ;“‘*l;i;;
proteccion ?‘@?
I |

datos alw

-y se tendra en cuenta el derecho a la intimidad y a la propia imagen de los
trabajadores.

El propio RGPD (art. 22), al tratar los tratamientos con fines de videovigilancia,
considera que “las personas fisicas o juridicas, publicas o privadas, podran llevar a
cabo el tratamiento de imagenes a través de sistemas de camaras o videocamaras
con la finalidad de preservar la seguridad de las personas y bienes, asi como de sus
instalaciones.”

En el caso que nos ocupa, consta la grabacion de imagenes en el interior del local con
la finalidad de garantizar la seguridad de los trabajadores, clientes, usuarios y todas
aguellas personas que concurran al interior de las instalaciones de la empresa.
Asimismo, se informa que dichas grabaciones podran ser usadas para la vigilancia y
control de los trabajadores para verificar el cumplimiento de sus obligaciones y
deberes laborales. Dicha informacion se conservara durante el periodo maximo de un
mes desde su captacion.

Sin embargo, todo lo que la empresa pudiera argumentar para justificar una restricciéon
de los derechos fundamentales de las personas trabajadoras debe construirse sobre
razones de necesidad estricta, acreditandose que no es posible otra forma de alcanzar
el legitimo objetivo perseguido, porque no existe medio razonable para lograr una
adecuacion entre el interés de la persona trabajadora y el de la empresa donde presta
SUS Servicios.

Esto nos conduce a que el centro de trabajo es un espacio en el que no puede
obviarse el derecho a la intimidad de las personas trabajadoras, de tal manera que lo
gue suceda en el mismo debe estar amparado por el articulo 18.1 de la CE, si bien
mediante un analisis detallado y conjunto de los hechos seria posible atemperar el
derecho a la intimidad de la persona trabajadora.

Asi, la limitacion del derecho fundamental a la intimidad por parte de la empresa solo
encontrard amparo en la medida en que la propia naturaleza del trabajo comprometido
implique restriccion del derecho o bien cuando quede acreditada una determinada
necesidad o un interés empresarial, sin que sea suficiente su mera afirmacion de esa
necesidad o interés para sacrificar el derecho fundamental de la persona trabajadora.

Por tanto, las limitaciones o modulaciones tienen que ser las estrictamente necesarias
para satisfacer un interés empresarial; de modo que, si se encuentran otras vias para
satisfacer el mencionado interés que afecten de manera menos agresiva al derecho
fundamental en cuestion, habra que emplearlas frente a otras mas agresivas.

Por tanto, en cuanto a la captacién de imagenes de puestos de trabajo, (director,
recepcién y trabajadores durante la asistencia en los gabinetes) de forma permanente,
se significa que, por su propia naturaleza, se trata de una ubicacion en la que los
afectados por el tratamiento pueden permanecer largo tiempo, y en una situacion en la
gue puede verse afectado su derecho fundamental a la proteccion de datos de
caracter personal, asi como otros derechos y libertades, tales como su intimidad.
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En este sentido, la captacién permanente no cumpliria con los requisitos del principio
de minimizacién, de realizar un tratamiento de datos personales “adecuado, pertinente
y limitado a lo necesario en relacion con los fines para los que son tratados”.

De conformidad con las evidencias de las que se dispone en el presente momento de
del procedimiento sancionador, se considera que los hechos conocidos son
constitutivos de una infraccién, imputable a la parte reclamada, por vulneraciéon del
articulo 5.1.c) del RGPD.

Xl
Propuesta de sancion

A fin de determinar la multa administrativa a imponer se han de observar las
previsiones de los articulos 83.1 y 83.2 del RGPD, preceptos que sefalan:

“l. Cada autoridad de control garantizard& que la imposicion de las multas
administrativas con arreglo al presente articulo por las infracciones del presente
Reglamento indicadas en los apartados 4, 5 y 6 sean en cada caso individual
efectivas, proporcionadas y disuasorias.

2. Las multas administrativas se impondran, en funcion de las circunstancias de cada
caso individual, a titulo adicional o sustitutivo de las medidas contempladas en el
articulo 58, apartado 2, letras a) a h) y j). Al decidir la imposicion de una multa
administrativa y su cuantia en cada caso individual se tendra debidamente en cuenta:

a) la naturaleza, gravedad y duraciéon de la infraccion, teniendo en cuenta la
naturaleza, alcance o propdsito de la operacion de tratamiento de que se trate, asi
como el numero de interesados afectados y el nivel de los dafios y perjuicios que
hayan sufrido;

b) la intencionalidad o negligencia en la infraccion;

¢) cualquier medida tomada por el responsable o encargado del tratamiento para
paliar los dafios y perjuicios sufridos por los interesados;

d) el grado de responsabilidad del responsable o del encargado del tratamiento,
habida cuenta de las medidas técnicas u organizativas que hayan aplicado en virtud
de los articulos 25 y 32;

e) toda infraccion anterior cometida por el responsable o el encargado del tratamiento;
f) el grado de cooperacion con la autoridad de control con el fin de poner remedio a la
infraccion y mitigar los posibles efectos adversos de la infraccion;

g) las categorias de los datos de caracter personal afectados por la infraccién;

h) la forma en que la autoridad de control tuvo conocimiento de la infraccion, en
particular si el responsable o el encargado notifico la infraccion y, en tal caso, en qué
medida; i) cuando las medidas indicadas en el articulo 58, apartado 2, hayan sido
ordenadas previamente contra el responsable o el encargado de que se trate en
relacion con el mismo asunto, el cumplimiento de dichas medidas;

j) la adhesién a cddigos de conducta en virtud del articulo 40 o a mecanismos de
certificacion aprobados con arreglo al articulo 42,

k) cualquier otro factor agravante o atenuante aplicable a las circunstancias del caso,
como los beneficios financieros obtenidos o las pérdidas evitadas, directa o
indirectamente, a través de la infraccion.”

Por su parte, el articulo 76 “Sanciones y medidas correctivas” de la LOPDGDD
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dispone:

“1. Las sanciones previstas en los apartados 4, 5 y 6 del articulo 83 del Reglamento
(UE) 2016/679 se aplicaran teniendo en cuenta los criterios de graduacién
establecidos en el apartado 2 del citado articulo.

2. De acuerdo con lo previsto en el articulo 83.2.k) del Reglamento (UE) 2016/679
también podran tenerse en cuenta:

a) El caracter continuado de la infraccion.

b) La vinculacion de la actividad del infractor con la realizacion de tratamientos

de datos personales.

¢) Los beneficios obtenidos como consecuencia de la comision de la infraccion.

d) La posibilidad de que la conducta del afectado hubiera podido inducir a la

comision de la infraccion.

e) La existencia de un proceso de fusion por absorcion posterior a la comision

de la infraccién, que no puede imputarse a la entidad absorbente.

f) La afectacion a los derechos de los menores.

g) Disponer, cuando no fuere obligatorio, de un delegado de proteccion de
datos.

h) El sometimiento por parte del responsable o encargado, con caracter

voluntario, a mecanismos de resolucion alternativa de conflictos, en aquellos

supuestos en los que existan controversias entre aquellos y cualquier

interesado.”

Lo anterior implica, de acuerdo con las Directrices 04/2022 sobre el célculo de las
multas bajo el RGPD, que la cuantia de la multa para cada una de las infracciones
debe tener como punto de partida, tres elementos: el volumen de negocios, la
categorizacién de las infracciones segun su propia naturaleza (es decir, si se trata de
una infraccién del 83.4, 83.5 u 83.6 RGPD) y el nivel de gravedad de la infraccion en
cada caso concreto (de acuerdo con el articulo 83.2 a), b) y g)). En cualquier caso, la
multa a imponer debe ser, en cada caso individual, efectiva, proporcionada y
disuasoria, conforme a lo establecido en el articulo 83.1 del RGPD.

En este sentido, se considera, con caracter previo, el volumen de negocio de la parte
reclamada de 972.624 € en el afio 2021.

Asimismo, debe atenderse a la categorizacion de la infraccion. La infraccion de lo
previsto en el articulo 5.1 ¢) del RGPD se encuentra tipificado en el articulo 83.5 del
RGPD. En virtud del mismo, la sancién que se imponga por cada una de las
infracciones anteriores podra ser de 20.000.000 de euros, como maximo, o, tratandose
de una empresa, una cuantia equivalente al 4% como maximo del volumen de negocio
anual, optandose por la de mayor cuantia. El 4% del volumen de negocio de la parte
reclamada es de 38.904, 96 euros.

Conforme a lo anterior, en relacién con el nivel de gravedad en los términos del RGPD,
se estima que concurren las circunstancias siguientes:

- La naturaleza, gravedad y duracion de la infraccion, teniendo en cuenta la
naturaleza, alcance o propésito de la operacion de tratamiento de la que se
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trate, asi como el nimero de afectados y el nivel de dafios y perjuicios que
hayan sufrido (articulo 83.2 a)): al disponer de un sistema de videovigilancia
orientado hacia los puestos de trabajo de manera continuada, tratando datos
de personas fisicas identificables, que puede, ademas, afectar a otros derechos
y libertades de los empleados (art. 83.2 a) RGPD).

Se subraya que el potencial nimero de afectados son los empleados de la
parte reclamada.

Por otra parte, en relacion con la duracién del tratamiento, este se remonta, al
menos hasta el afio 2022.

En consecuencia, se considera que el balance de las circunstancias contempladas en
el articulo 83.2 del RGPD y 76.2 de la LOPDGDD, con respecto a la segunda
infraccion dl articulo 5.1 c¢) al vulnerar lo establecido en el RGPD, permite fijar una
sancion de 3.000 euros (tres mil euros).
Xl
Medidas correctivas

Confirmada la infraccién, puede acordarse imponer al responsable la adopcion de
medidas adecuadas para ajustar su actuacién a la normativa mencionada en este
acto, de acuerdo con lo establecido en el citado articulo 58.2 d) del RGPD, segun el
cual cada autoridad de control podra “ordenar al responsable o encargado del
tratamiento que las operaciones de tratamiento se ajusten a las disposiciones del
presente Reglamento, cuando proceda, de una determinada manera y dentro de un
plazo especificado...”. La imposicion de esta medida es compatible con la sancion
consistente en multa administrativa, segun lo dispuesto en el art. 83.2 del RGPD.

En tal caso, en la resolucion que se adopte, esta Agencia podré requerir a la entidad
responsable para que, en el plazo de un mes a contar desde la fecha de ejecutividad
de la resolucién finalizadora de este procedimiento, adopte las medidas siguientes:

- Redirija las camaras de seguridad sin que pueda captar de manera continuada
la zona de los gabinetes/quir6fanos, lo que debera asimismo ser acreditado
ante esta Agencia.

- Redirija las camaras de seguridad para evitar la captacion excesiva de los
puestos de trabajo de los trabajadores (recepcion, direccion 'y
gabinete/quiréfano) de manera continuada.

Se advierte que no atender la posible orden de adopcién de medidas impuestas por
este organismo en la resolucibn sancionadora podra ser considerado como una
infraccion administrativa conforme a lo dispuesto en el RGPD, tipificada como
infraccion en su articulo 83.5 y 83.6, pudiendo motivar tal conducta la apertura de un
ulterior procedimiento administrativo sancionador.

A la vista de lo expuesto se procede a emitir la siguiente
PROPUESTA DE RESOLUCION

-Que por la Presidencia de la Agencia Espafiola de Proteccion de Datos se resuelva
DECLARAR la terminacion del procedimiento con respecto a la infraccion del articulo
5.1.c) del RGPD, tipificada en el articulo 83.5 del RGPD, por la instalacion de camaras
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en los gabinetes/quir6fanos, de conformidad con lo establecido en el articulo 85 de la
LPACAP al haberse acogido la parte reclamada al pronto pago y haber reconocido su
responsabilidad, mediante el abono de 3.000 euros.

-Que por la Presidencia de la Agencia Espafiola de Proteccién de Datos se sancione a
AXARQUIA VELEZ DENTAL, S.L., con NIF B93418267 por una infraccion del articulo
5.1 c) del RGPD, tipificado en el articulo 83.5 del RGPD, con una multa de 3.000
euros, por la captacion excesiva de los puestos de trabajo de sus empleados.

-Que por la Presidencia de la Agencia Espafiola de Proteccion de Datos se ordene a
AXARQUIA VELEZ DENTAL, S.L., con NIF B93418267, que en virtud del articulo
58.2.d) del RGPD, en el plazo maximo de 1 mes, desde la ejecutividad de la resolucién
gue se dicte:

o0 Acredite haber redirigido las camaras de seguridad de los
gabinetes/quiréfanos sin que pueda captar de manera continuada la
zona de los gabinetes.

o0 Acredite haber redirigido las camaras de seguridad para evitar la
captacién excesiva de los puestos de trabajo de los trabajadores
(recepcion, direccién y gabinete/quir6fano) de manera continuada.

Asimismo, de conformidad con lo establecido en el articulo 85.2 de la LPACAP, se le
informa de que podra, en cualquier momento anterior a la resolucién del presente
procedimiento, llevar a cabo el pago voluntario de la sancién propuesta, lo que
supondra una reduccion de un 20% del importe de esta. Con la aplicacién de esta
reduccion, la sancion quedaria establecida en 2.400 euros y su pago implicara la
terminacion del procedimiento, sin perjuicio de la imposicion de las medidas
correspondientes. La efectividad de esta reduccién estara condicionada al
desistimiento o renuncia de cualquier accién o recurso en via administrativa contra la
sancion.

A estos efectos, en caso de acogerse a esta reduccion, deberd remitir a la
Subdireccién General de Inspeccion de datos comunicacion expresa del desistimiento
0 renuncia a cualquier accién o recurso en via administrativa contra la sancién.

En caso de que optara por proceder al pago voluntario de la cantidad especificada
anteriormente, de acuerdo con lo previsto en el articulo 85.2 citado, debera hacerla
efectiva mediante su ingreso en la cuenta restringida n°® IBAN: ES00-0000-0000-0000-
0000-0000 (BIC/Cédigo SWIFT: CAIXESBBXXX) abierta a nombre de la Agencia
Espafiola de Proteccién de Datos en la entidad bancaria CAIXABANK, S.A., indicando
en el concepto el nimero de referencia del procedimiento que figura en el
encabezamiento de este documento y la causa, por pago voluntario, de reduccién del
importe de la sancién. Asimismo, debera enviar el justificante del ingreso a la
Subdireccién General de Inspeccién para proceder a cerrar el expediente.

En su virtud se le notifica cuanto antecede, y se le pone de manifiesto el procedimiento
a fin de que en el plazo de DIEZ DIAS pueda alegar cuanto considere en su defensa y
presentar los documentos e informaciones que considere pertinentes, de acuerdo con
el articulo 89.2 de la LPACAP.
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926-250625

C.C.C.
INSTRUCTOR/A

ANEXO

indice del expediente EXP202305156

29/03/2023 Reclamacion de D.D.D.

24/04/2023 Traslado reclamacion a AXARQUIA VELEZ DENTAL, S.L.
24/05/2023 Respuesta solicitud de informacion de AXARQUIA-VELEZ DENTAL SL
29/05/2023 Admision a tramite a D.D.D.

28/06/2023 Requerimiento Axarquia a AXARQUIA VELEZ DENTAL, S.L.
20/07/2023 Requerimiento reclamante a D.D.D.

21/07/2023 Alegaciones de AXARQUIA-VELEZ DENTAL SL

10/08/2023 imagen fachada 1

10/08/2023 imagen fechada 2

10/08/2023 Diligencia fachada 2022

10/08/2023 web clinica

10/08/2023 Diligencia web clinica

16/08/2023 Requerimiento 2° Axarquia a AXARQUIA VELEZ DENTAL, S.L.
16/08/2023 Web grupo dental clinics

16/08/2023 Diligencia web grupo dental clinics

07/09/2023 Respuesta requerimiento de AXARQUIA-VELEZ DENTAL SL
14/09/2023 Inf. actuaciones prevs. Axarquia Velez Dental

18/11/2024 Acuerdo de inicio a AXARQUIA VELEZ DENTAL, S.L.
18/11/2024 Escrito a D.D.D.

27/11/2024 Alegaciones de AXARQUIA-VELEZ DENTAL SL

04/12/2024 Amp. Plazo a AXARQUIA VELEZ DENTAL, S.L.

11/12/2024 Alegaciones de AXARQUIA VELEZ DENTAL S.L

11/12/2024 Reconocimiento y/o pago voluntario de AXARQUIA-VELEZ DENTAL SL
30/05/2025 Escrito a AXARQUIA VELEZ DENTAL, S.L.

05/06/2025 Escrito de AXARQUIA-VELEZ DENTAL SL

>>

SEGUNDO: En fecha 23 de octubre de 2025, la parte reclamada procedié al pago de
la sancion en la cuantia de 2.400 euros, haciendo uso de la reduccidn prevista en la
Propuesta de resolucién transcrita anteriormente. Asimismo, en el escrito de
reconocimiento de responsabilidad presentado, AXARQUIA-VELEZ DENTAL SL
solicita que se le faciliten instrucciones claras y detalladas sobre la forma correcta de
aplicar las medidas ordenadas, a fin de garantizar la correcta ejecucion de las medidas
impuestas y su acreditacion ante la AEPD.

TERCERO: En la propuesta de resolucién transcrita anteriormente se constataron los
hechos constitutivos de infraccion, y se propuso que, por la Presidencia, se impusiera
al responsable la adopcion de medidas adecuadas para ajustar su actuacion a la
normativa, de acuerdo con lo establecido en el citado articulo 58.2 d) del RGPD, segun
el cual cada autoridad de control podra “ordenar al responsable o encargado del
tratamiento que las operaciones de tratamiento se ajusten a las disposiciones del
presente Reglamento, cuando proceda, de una determinada manera y dentro de un
plazo especificado...”
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En dicho acto se establece por tanto cudl es la infraccion cometida, de lo que se infiere
con claridad cuéles son las medidas a adoptar, sin perjuicio de que el tipo de
procedimientos, mecanismos 0 instrumentos concretos para implementarlas
corresponda a la parte sancionada, pues es el responsable del tratamiento quien
conoce plenamente su organizacion y ha de decidir, en base a la responsabilidad
proactiva y en enfoque de riesgos, como cumplir con el RGPD y la LOPDGDD.

Se advierte por tanto sobre lo dispuesto en el articulo 5.2 del RGPD, que establece el
principio de responsabilidad proactiva cuando sefiala que “El responsable del
tratamiento sera responsable del cumplimiento de lo dispuesto en el apartado 1 y
capaz de demostrarlo”. Este principio hace referencia a la obligacién que recae en el
responsable del tratamiento no solo de disefiar, implementar y observar las medidas
juridicas, técnicas y organizativas adecuadas para que el tratamiento de datos sea
acorde con la normativa, sino de permanecer activamente atento a lo largo de todo el
ciclo de vida del tratamiento para que ese cumplimiento sea correcto, siendo ademas
capaz de demostrarlo.

CUARTO: EI pago realizado conlleva la renuncia a cualquier accion o recurso en via
administrativa contra la sancién, en relacion con los hechos a los que se refiere la
Propuesta de resolucion.

FUNDAMENTOS DE DERECHO

I
Competencia

De acuerdo con los poderes que el articulo 58.2 del Reglamento (UE) 2016/679
(Reglamento General de Proteccion de Datos, en adelante RGPD), otorga a cada
autoridad de control y segun lo establecido en los articulos 47, 48.1, 64.2 y 68.1 de la
Ley Orgénica 3/2018, de 5 de diciembre, de Proteccion de Datos Personales y
garantia de los derechos digitales (en adelante, LOPDGDD), es competente para
resolver este procedimiento, la Presidencia de la Agencia Espafiola de Proteccion de
Datos.

Asimismo, el articulo 63.2 de la LOPDGDD determina que: "Los procedimientos
tramitados por la Agencia Espafiola de Proteccion de Datos se regiran por lo dispuesto
en el Reglamento (UE) 2016/679, en la presente ley organica, por las disposiciones
reglamentarias dictadas en su desarrollo y, en cuanto no las contradigan, con caracter
subsidiario, por las normas generales sobre los procedimientos administrativos."

Il

Terminacioén del procedimiento

El articulo 85 de la Ley 39/2015, de 1 de octubre, del Procedimiento Administrativo
Comun de las Administraciones Publicas (en lo sucesivo LPACAP), bajo la ribrica
“Terminacion en los procedimientos sancionadores” dispone lo siguiente:

“1. Iniciado un procedimiento sancionador, si el infractor reconoce su responsabilidad,
se podra resolver el procedimiento con la imposicién de la sancidn que proceda.
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2. Cuando la sancién tenga unicamente caracter pecuniario o bien quepa imponer una
sancién pecuniaria y otra de caracter no pecuniario pero se ha justificado la
improcedencia de la segunda, el pago voluntario por el presunto responsable, en
cualquier momento anterior a la resolucién, implicara la terminacion del procedimiento,
salvo en lo relativo a la reposicion de la situacion alterada o a la determinacion de la
indemnizacion por los dafios y perjuicios causados por la comision de la infraccion.

3. En ambos casos, cuando la sancién tenga Unicamente caracter pecuniario, el
6rgano competente para resolver el procedimiento aplicara reducciones de, al menos,
el 20 % sobre el importe de la sancion propuesta, siendo éstos acumulables entre si.
Las citadas reducciones, deberan estar determinadas en la notificacion de iniciacion
del procedimiento y su efectividad estara condicionada al desistimiento o renuncia de
cualquier accion o recurso en via administrativa contra la sancion.

El porcentaje de reduccién previsto en este apartado podra ser incrementado
reglamentariamente.”
1
Pago voluntario y reconocimiento de responsabilidad

De conformidad con lo dispuesto en el citado articulo 85 de la LPACAP, en la
propuesta de resoluciéon notificada se le permitia llevar a cabo el pago voluntario de la
sancién propuesta, lo que supondria la reduccién de un 20% de su importe. Con la
aplicacion de esta reduccion, la sancion quedaria establecida en 2.400,00 euros y su
pago implicara la terminacién del procedimiento, sin perjuicio de la imposicion de las
medidas correspondientes.

Tras la citada propuesta de resolucion, y antes de que se dictase resolucion por parte
de esta autoridad, la parte reclamada, en fecha 23 de octubre de 2025, procedi6 a
realizar el pago voluntario, acogiéndose a la reduccion del 20% y renunciado a
cualquier accion o recurso en via administrativa.

Debe tenerse en cuenta que, de acuerdo con los preceptos de la LPACAP, asi como
de la jurisprudencia del alto tribunal en esta materia, el ejercicio del pago voluntario por
el presunto responsable no exime a la administracion de la obligaciéon de resolver y
notificar todos los procedimientos, cualquiera que sea su forma de iniciacién. De igual
forma, el articulo 88 de la citada norma establece que la resolucién que ponga fin al
procedimiento decidir4 todas las cuestiones planteadas por los interesados y aquellas
otras derivadas del mismo.

Por lo tanto, de acuerdo con la legislacion aplicable y valorados los criterios de
graduacién de las sanciones cuya existencia ha quedado acreditada, la Presidencia de
la Agencia Espafiola de Proteccién de Datos RESUELVE:

PRIMERO: DECLARAR la comisién de las infracciones y CONFIRMAR las sanciones
determinadas en la parte dispositiva de la propuesta de resolucion transcrita en la
presente resolucion.

La suma de las citadas cuantias arroja una cantidad total de 8.000 euros.
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Tras haber procedido AXARQUIA VELEZ DENTAL, S.L al pronto pago, con respecto a
la infraccién del articulo 5.1 c¢) del RGPD, por la instalacion de camaras en los
gabinetes/quiréfanos, se procede, en virtud del articulo 85 de la LPACAP, a la
reduccion de un 40% del total mencionado, lo cual supone la cantidad definitiva de
3.000 euros.

Tras haber procedido AXARQUIA VELEZ DENTAL, S.L al pronto pago, con respecto a
la infraccion del articulo 5.1 ¢) del RGPD, por la captacién excesiva de los puestos de
trabajo de sus empleados, se procede, en virtud del articulo 85 de la LPACAP, a la
reduccion de un 20% del total mencionado, lo cual supone la cantidad definitiva de
2.400 euros.

SEGUNDO: DECLARAR la terminacion del procedimiento EXP202400055, de
conformidad con lo establecido en el articulo 85 de la LPACAP.

TERCERO: ORDENAR a AXARQUIA VELEZ DENTAL, S.L., con NIF B9341826, para
gue en el plazo maximo de 1 mes desde que la presente resolucion sea firme y
ejecutiva, notifique a la Agencia la adopcién de las medidas que se describen en los
fundamentos de derecho de la propuesta de resolucion transcrita en la presente
resolucion.

CUARTO: NOTIFICAR la presente resolucion a AXARQUIA VELEZ DENTAL, S.L., con
NIF B93418267.

QUINTO: De acuerdo con lo previsto en el articulo 85 de la LPACAP que condiciona la
reduccién por pago voluntario al desistimiento o renuncia de cualquier accidén o recurso
en via administrativa, por parte de la presente autoridad se acepta la renuncia
expresamente manifestada por la parte reclamada, no cabiendo en consecuencia la
interposicion de recurso potestativo de reposicion frente a la presente resolucion, todo
ello sin perjuicio de la posibilidad de acudir a la via jurisdiccional contencioso-
administrativa.

En consecuencia, teniendo en cuenta lo dispuesto en el articulo 90 de la LPACAP,
dado que no cabe ningun recurso en via administrativa al haber renunciado
expresamente, la presente resolucién serd plenamente ejecutiva a partir de la
notificacion de la misma.

No obstante, conforme a lo previsto en el articulo 90.3 a) de la LPACAP, se podra
suspender cautelarmente la resolucién firme en via administrativa si el interesado
manifiesta su intencién de interponer recurso contencioso-administrativo. De ser éste
el caso, el interesado deberd comunicar formalmente este hecho mediante escrito
dirigido a la Agencia Espafiola de Proteccién de Datos, presentandolo a través del
Registro Electrénico de la Agencia [https://sedeagpd.gob.es/sede-electronica-web/], o
a través de alguno de los restantes registros previstos en el art. 16.4 de la citada Ley
39/2015, de 1 de octubre. También debera trasladar a la Agencia la documentaciéon
gue acredite la interposicién efectiva del recurso contencioso-administrativo. Si la
Agencia no tuviese conocimiento de la interposicion del recurso contencioso-
administrativo en el plazo de dos meses desde el dia siguiente a la notificacion de la
presente resolucion, daria por finalizada la suspension cautelar.
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De conformidad con lo establecido en el articulo 50 de la LOPDGDD, la presente

Resolucion se hard publica. La publicacion se realizard una vez haya sido notificada a
los interesados.

1573-011025
Lorenzo Cotino Hueso

Presidente de la Agencia Espafiola de Proteccién de Datos
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